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1
Decision/action requested

Approve the pCR to TR 33.882.
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3
Rationale

This solution describes a way for network triggering the authentication and authorization for a PINE based on EAP framework. 

4
Detailed proposal

****Start of Change (new text)****
7
Conclusions


7.X
Conclusions on Key Issue #1
Editor's Note: Further agreed principles are needed.

The following interim principles are agreed for Key Issue #1 "Authentication and authorization for PINE":

1)
The credential for PINE is able to be provisioned by PEMC directly or via PEGC, or by PVS over PEGC and 5GS.
2)
The SMF is able to manage the resources of communication path for credential provisioning to PINE from PVS.
3)
The authorization on credential provisioning to PINE is performed by PEMC.
4)
The authorization on PINE access PIN is performed by PEMC.
5)
The SMF is able to authorize PEGC acting as an authenticator for authenticating PINE over 5GS UP.
6)
The SMF is able to be an authenticator for authenticating PINE during PDU Session Establishment procedure and PDU Session Modification procedure.
7)
The 5GS is able to provide indication associated with a PIN to PEGC for indicating which PIN is allowed to perform PINE authentication with external DN-AAA.
****End of Change****
